
1. While disaster recovery is centered around time,
incident response is centered around __________.
2. An IT governance process that, when properly
handled, turns lemons into lemonade.
4. A process that helps us recover from disasters.
5. A source of potential problems that can be managed
with due diligence.
6. Big data and machine learning offer great potential,
but will never replace _____ ________ in technology
risk monitoring.
7. The FERPA regulation helps us develop a framework
for responding to incidents by providing a _________.
8. An IT governance process that is 9/11’s of the battle.
10. The law that requires schools to protect and
safeguard financial information.
12. The law that provides a framework for incident
response in schools

3. The law that requires schools to protect and
safeguard financial information.
9. A process that includes IPS, IDS, ELM, and Change
Detection. Abbreviated with four letters.
11. A control that prevents predictable attacks from
occurring, usually applied at the perimeter of the
network.
13. The aggregation, archiving, parsing, thresholding,
monitoring, and reporting of logs.

14. FERPA is the law that gives parents the right to
control the release of _______.
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15.The most important control governing technology risk
monitoring is that it needs to be ___________.

16.Which cybersecurity firm uses the “canary in the
coal mine” metaphor to illustrate our role in incident
response?
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