
Utilize screen time limits,
parental controls, and

content filtering.

Limit internet usage
to when kids can 

be supervised.

Keep devices in public
areas of your house

and up to date.

If social media is 
allowed: talk about

safety and cyber-bullying.

Talk to your kids about
the dangers of the

internet, i.e. phishing.

Regularly check your
chosen controls are

still active and working. Control the installation
of any applications
or other software.


